Disaster does not discriminate and may strike anyone, anytime, anywhere, and impact businesses of all sizes. To name a few - fires, floods, earthquakes, active shooters and cybersecurity are all common events disrupting our lives and continuity of doing business. Be sure you are ready!

Bank Robbery/Active Shooter: Run, Hide, Fight - WV State Police Sgt. M.D. Anderson
(This session is appropriate for all institution staff. We all play a critical role in protecting our institution and account holders.)
Active shooter incidents are often unpredictable and evolve quickly. In the midst of the chaos, anyone can play an integral role in mitigating the impacts of an active shooter incident. Because active shooter situations may be over before law enforcement arrives, individuals must be prepared both mentally and physically to deal with an active shooter situation. All personnel should learn the Run, Hide, Fight options for responding to an active shooter.

Video: Caught on Camera - Jerry Cole, National Intelligent Specialist, Former FBI Agent
Caught on Camera is a video created by the FBI's Operational Technology Division to show businesses how their security cameras can aid law enforcement investigations and maybe even help stop a terrorist attack. This video shows how to avoid common problems such as installing cameras in the wrong places, ignoring lighting and line-of-sight issues, and having administrators who don't understand how the systems operate.

Broad Spectrum of Information Security, Physical & Vendor Management - George Spanos
You will gain a broad spectrum overview of Information Security interaction with, Physical Security, Cybersecurity, Business Continuity & Vendor Management.

Poca Valley Bank: Flood Disaster - John Cole - CIO, Linda Ashley - CEO, Sherry Evans
Can you imagine your bank being effected by a natural disaster, such as a flood? Unfortunately, it happened to the Clendenin Branch of Poca Valley Bank. You will hear their personal stories, steps taken by the branch and how they are recovering from the 2016 flood. Come and learn from those who have experienced the unthinkable.

SBS Cybersecurity: Top 10 Missing FFIEC Cybersecurity Assessment Controls - Chad Knutson
The FFIEC Cybersecurity Assessment process is here to stay. At a minimum, most regulators are requiring financial institutions to complete an assessment on an annual basis. This process includes a review of an institution's Inherent Risk Level, identification of currently implemented controls to reduce risk, and a gap analysis to identify additional controls needed to reach the institution's desired risk appetite. SBS has analyzed the results and identified the top 10 most common controls not implemented by financial institutions. Some of these are baseline maturity level controls, which financial institutions MUST complete regardless of their inherent risk score.

Regulator Panel - OCC, Federal Reserve Bank of Richmond, FDIC, WV Division of Financial Institutions
Representatives from each Regulatory Agency will be on-hand to answer questions you may have regarding business continuity and disaster preparedness from a regulation standpoint.

Bring Your Questions and Suggestions! Share Your Stories!
Planning for the Unthinkable:
September 7, 2017

Keynote Speaker: George Spanos, Chief Security Officer for WesBanco Bank, Inc.
He has been with WesBanco for over 25 years and has held various positions within the
Information Technology department before transferring to the Risk Management department
in 2016. George is a member of the CompTIA Association of Information Technology Profes-
sionals (AITP) serving as past director, president and treasurer. George resides in Wheeling, WV with his wife
(Christy) and daughter (Katerina). He is a graduate of West Liberty State College (West Liberty University) with
a Bachelor of Business Administration and a specialization in Computer Information System.

Target Audience: Anyone involved in risk management and business continuity.

Workshop Location: Stonewall Resort, 940 Resort Drive Roanoke, WV 26447. If you require an overnight
room, contact Stonewall Resort at 888-278-8150. Room blocks are available, WV Bankers Association, expires
August 7th. Room temperatures vary, so please bring a light jacket or sweater for comfort.

Casual dress is appropriate. Applied for CPE Credit Hours with the WV Board of Accountancy.

Registration Fees: $265 Member
$465 Non-Member
Continental Breakfast and Lunch Included

Timing of your registration is critical. Seminars may be cancelled if there are not sufficient registrations or
may fill up; therefore, it is recommended that you register at least 10 days in advance.

Cancellation Policy: Full refund on or before 8/24/17
$50 cancellation fee after 8/24/17
No refund on or after 8/31/17 or for no-shows. Substitutions are welcome.

Register and Pay Online at www.wvbankers.org or
Complete this form and fax to 304-343-9749 or scan to dharman@wvbankers.org
If paying by check, make your check payable and mail to:
West Virginia Bankers Association, 3601 MacCorkle Ave. SE. Suite 100, Charleston WV 25304

Name/Title________________________________________________________________________________

Bank_____________________________________________________________________________________

Address___________________________________________________________________________________

Email_____________________________________________Phone___________________________________

Cell Phone (in the event we must reach you outside business hours)____________________________________

Consent to Use of Photographic Images
Registration and attendance at, or participation in, WVBA meetings and activities consitutes an agreement by the registrant to WVBA's use and distribution (both now
and in the future) of the registrant or attendee's image or voice in photographs, videotapes, electronic reproductions and audiotapes of such events and activities.

West Virginia Bankers Association 800-343-8038 or 304-343-8838